Encrypting E-mail Messages in Microsoft Outlook or Outlook Web Access

Every e-mail containing Protected Health Information (PHI) sent outside the WUSM/BJC Healthcare network, should

have the [SECURE] designation in the subject line. Encrypted messages can be sent with or without attachments.
Message Options

*The Subject line is not case sensitive.
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Subject: [SECURE]|

A person, outside WUSM/BIC Healthcare, This is a secure message
receiving the message will receive an
email with a message and an attachment.
How to open
To read this message on rjeskmp, open the secured
@ oc_20210806T154303.html attachment in a web
browser.
To read this message on a maobile device, forward
@ this message to \TVQDH@@@S.C\SCQ com to receive a
mobile login URL.
e  Recipients within WUSM/BJC
Healthcare will simply Need Help?
rece“/e the e_mall as normaI. Contact the sender directly if you are not sure about the validity of this message.
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To open this message, first click the button to register. After registering,
come back to continue opening the message.

Select a different address




...................... New User Registration

| If this is the first ime the recipient

I =
1 has received a secure message,

I . . . Enter P 1 Informati
1 they will need to register with ner Fersonal fnformation
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1 CISCO by creating a Username/ Email Address
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I Password in order to view the _

I

: message. First Name* Last Name*
T First Name Last Name

eUpon completion of registration

the recipient will: Create a Password
eReturn to the envelope. Password*
eEnter their password and the Password

message will open. Confirm Password*

Confirm Password

#The recipient may reply
(or reply all) to the message.
*AS LONG AS [SECURE]
REMAINS IN THE SUBJECT LINE
THE CONVERSATION WILL
REMAIN SECURE.

O 1 agree to Cisco Secure Email Encryption Service's Terms of Service

NOTE:
The maximum file size you can send is 10 MG. If the file is larger, use the “LARGE FILE TRANSFER” at:
https://Ift.wustl.edu/human.aspx

& Washington University in St.Louis

Username
Password

Welcome to the Large File Transfer System,
please use your WUSTL KEY ID for access.
SECURITY NOTICE: This is a restricted and
monitored resource of Washington University in



https://lft.wustl.edu/human.aspx



